
 
                   
 
 
           
 

Ainvest Fintech Inc Privacy Policy 
 
 
 
Ainvest Fintech, Inc. strongly believes in the privacy and protection of personal information 
provided to our clients and visitors. This Policy describes how and when we collect, use, 
disclose, protect, transfer, process, and share your information across our websites, affiliates, 
email notifications, mobile messages, applications, buttons, and our other covered services that 
link to this policy, and from our partners and other third parties. When using any of our services 
you consent to the collection, processing, transfer, storage, disclosure, and use of your 
information as described in this policy. This includes any information you choose to provide 
that is deemed sensitive under applicable law. This policy is a legally binding agreement 
between you and Ainvest Fintech. 
 
This Privacy Policy applies to all products and services provided by Ainvest Fintech. The Apple 
Applications and Android Applications may be downloaded from the App Store or Google Play 
Store, which is operated and owned by Apple Inc and Alphabet Inc as well as other companies 
within their groups. By accessing or using our services, systems, websites, and apps (the 
"Services"), you acknowledge that you have read, understood, and agree to our collection, 
storage, use, and disclosure of your personal information as described in this Policy and 
our Terms of Use document. If you choose to register for a broker dealer trading account or 
other financial services, those services will be provided by one of our affiliates and may have 
different privacy guidelines. Please review those documents to see how those affiliates protect 
and manage your information. 
 
You authorize us to transfer, store, process and use your information in any country from which 
we operate. In some of these countries, the privacy and data protection laws and rules 
regarding when government authorities may access data may vary from those in the country 
where you live. If you do not agree with the terms above please delete app and stop using our 
services.  
 
If you have any questions about this policy or how we protect your information, please contact 
us at support@ainvest.com 
 
We may collect and store the following information:  



 
  
 

 
When you use the services and products under Ainvest Fintech your personal information may 
be collected and used in the following scenarios: 
 

Ø When you choose to create an Ainvest user account using your email address and 
mobile phone number, we will collect this contact information.  

 
Ø We may send emails, text messages, or push notifications to you. You may unsubscribe 

to these notifications under the Ainvest applications unless any of these notifications 
are required by law. 

 
Ø When you register with Ainvest using your existing Google account, Apple account or 

other third-party accounts, we will obtain your personal information from the third 
party, such as images of you, your username, name, age and location information.  

       From you 

· Personally identifiable information including full name, and billing information such as credit 
card numbers. 
· Contact information such as email address, phone number, residential address and mailing 
address 
· Financial details such as employment detail, bank account information, suitability 
information, approximate liquid net worth, approximate worth, and credit reports 
· Content such as photos and contacts stored in your mobile device or email, collected with 
your consent 
· Profile information such as usernames, passwords, purchase or order history, knowledge 
assessments, interests, preferences, feedback, and survey responses. 

 Automatically   
collected through       
the Services 

· Information about your usage patterns, including device identifiers, advertiser identifiers 
(e.g., IDFA), operating system and version, carrier and network type, IP addresses, browser 
type and language, referring and exit pages, URLs, date and time of access, duration of time 
spent on specific pages, and the features of the Services you use or visit, purchases, and 
similar information related to your use of the Services. 
· Geolocation data obtained from your mobile device, wireless carrier, or third-party service 
providers. You have control over the collection of precise geolocation data through the user 
settings on your device. 
· Activity data, such as purchases, sales, transaction amount, type of transaction, time and 
date, watchlist, custom screens, searches within the stock screener, portfolios, comments 
and shared images, phone calls, tickets, emails, paper trading activity, and similar activities 
conducted through the Services. 
· Tracking data gathered using first and third-party cookies, pixels, web server logs, web 
beacons, and similar technologies used for data collection and tracking. This may include 
information such as IP address, browser type, ISP, platform type, and device type. 



 
 
 
If you do not have a Ainvest Fintech user account you will not be regarded as a client of the 
company and there will be no business relationship between either parties.  
 
You may also add or link your brokerage accounts to your existing Ainvest Fintech user account. 
This will be used with our analysis tool products and may be used with other products that 
involves personalizing your experience within our application.  
 

Ø We will collect such additional information such as portfolio and transactional 
information. 

Ø We may automatically collect and store your usage information. 
 

Ø This usage information includes how you access our application and website, your 
actions when using our products, including your interactions with others users of the 
application and website, media you upload and other content you choose to provide. 

 
Ø We will only access your mobile device camera and photo album in conjunction with 

policies provided through the Apple and Google Play Store.  This will include information 
you post within the Ainvest Community. 

 
Ø We will only access your device microphone with your permission when you want to use 

our Chatbot product.  
 

Ø The firm will have access to your computer and mobile calendar with your permission 
when you want to add alerts or economic data to your calendars. 

 
 
HOW WE USE YOUR PERSONAL INFORMATION 
 
When you use our services, your personal information may be used in the following scenarios: 
to provide any of our services to you; 
 

Ø To develop and improve our Services; 
 

Ø To send notifications of our products, either through email, text and or push through 
our mobile app regarding services and other information you may be interested in 

 
Ø To send promotions and other personalized information to you 

 
Ø Marketing- to offer our products and services to you 

 
Ø Joint Marketing with other financial companies 

 



 
 
 

 
Ø For our affiliates’ everyday business purposes 

 
Ø Plaid (third party business vendor) When you use Plaid to link your brokerage and bank 

accounts, Plaid will gather and store your name, email address, phone number, billing 
address, and any other relevant information that you provide directly to us. Plaid will 
also store the relevant data required to complete your transaction, including but not 
limited to your financial information, bank account numbers, routing numbers, billing 
address and company name. Plaid may also rely on a third-party payment processor to 
complete transactions, and all data shared with them falls under their own privacy 
policies. Further, Plaid will collect and associate all relevant end-user data with your 
client account, including but limited to end-user names, email addresses, billing 
addresses and financial information. Plaid may additionally collect information on the IP 
addresses, devices, and locations used to access Plaid, which may be linked to your 
account for fraud detection and prevention purposes. Finally, Plaid may collect 
additional data for identity verification on an as-needed basis determined at its sole 
discretion. For reference please review Plaid's privacy policy at plaid.com/legal 
 

Ø To evaluate and improve the effectiveness of our promotions; 
 

Ø To invite you to take surveys for the purpose of assessing our products; 
 

THIRD PARTY PARTNERSHIPS 
 
Ainvest Fintech Inc recognizes the importance of providing enhanced services and experiences 
to its customers. Ainvest may engage with third-party companies to offer value added services 
to you. By using engaging with the third party offerings, you agree to the following: 
 
 
SHARING OF INFORMATION 
    
Ainvest may share your name and email address with carefully selected third-party companies 
for the purpose of delivering value-added services. This information sharing is intended for 
marketing purposes and aims to provide you with personalized and relevant 
offerings. Additionally, if you choose to provide any additional information directly to the third-
party company by using their product on Ainvest , such as uploading pictures or any other 
content, please be aware that such information will be governed by the third-party company's 
privacy policy. Ainvest Fintech Inc will have no control or responsibility over the usage of 
information provided directly to the third party, and it will be subject to the terms outlined in 
the third-party company's privacy policy. 
 

 



 THIRD-PARTY PRIVACY POLICIES 

When using third party services on Ainvest, It is important to review the privacy policies of 
these third-party companies for detailed information on how they handle your data. 

OPT-OUT OPTION 

Ainvest respects your privacy preferences. If you do not wish to have your information shared 
with third-party companies for marketing purposes, you have the option to opt-out. Please 
refer to the opt-out clauses outlined in the "Privacy Choices Form" of this policy as well as the 
privacy policies of the third-party companies for specific instructions on how to exercise this 
option. 

NOTIFICATION OF CHANGES 

Ainvest reserves the right to modify or update this clause to reflect changes in its business 
operations or legal requirements. Any substantial changes will be communicated to you 
through e-mail, and your continued use of Ainvest's services will signify your acceptance of 
these changes. 

By utilizing the third party services on Ainvest, you acknowledge that you have read, 
understood, and agreed to the terms outlined in this clause regarding the sharing of your 
information with third-party companies for marketing purposes. If you have any concerns or 
questions, please refer to the third-party companies' privacy policies or contact Ainvest Fintech 
Inc for further clarification at support@ainvest.com 

SNAPTRADE (THIRD PARTY PARTNERSHIP) 

Through a collaborative arrangement with SnapTrade, Ainvest extends the opportunity for 
clients possessing brokerage accounts to seamlessly integrate their accounts (not all brokers 
qualify) within the Ainvest platform. This service affords individuals the capability to leverage 
various portfolio analysis tools provided by Ainvest. Furthermore, Ainvest will aggregate and 
consolidate the holdings of participating users who have integrated their brokerage accounts, 
presenting comprehensive information such as consolidated holdings, industries invested in, 
top 10 holdings, types of equities, and more publicly.  

It is essential to emphasize that Ainvest ensures the utmost protection of our customers' 
privacy and will never disclose any Personally Identifiable Information (PII) when presenting the 
holdings data publicly. In the event that you opt to integrate your brokerage account with a 
third-party service for the purpose of displaying your holdings external to Ainvest, it is 
imperative to acknowledge that the external entity may collect pertinent information about  



you. We strongly recommend a thorough review of the Privacy Policy and Terms and 
Conditions of the aforementioned third-party entity, as they may differ from those of Ainvest. 
The utilization of such services is undertaken at your own discretion and risk. 

HOW WE USE COOKIES, PIXELS, AND SIMILAR TRACKING TECHNOLOGIES 

Our website may use cookies and similar tracking technologies to automatically collect and 
receive certain usage and technical information such as IP address, browser information, 
internet service provider and device type when you use our services. We use cookies and other 
technologies collectively known as cookies to provide us with data we can use to improve your 
experience and to get to know you better as a consumer. Cookies are small text files sent from 
web servers that may be stored on your computer. Cookies enable us to capture how you arrive 
at our site, when you return, which pages on our site you visit, and to recognize that you are 
already logged on when we receive a page request from your browser. We collect cookies using 
our website and our mobile application. We may link the information we store in cookies to 
personally identifiable information you submit while on our site, if any. We will never share this 
information with any non-affiliated companies. Cookies do not contain any personal 
information nor do they contain account or password information. We cannot and will not 
gather information about other sites you may have visited. We may share website usage  
information about visitors with reputable advertising companies for the purpose of targeted 
internet advertisements. The information shared is not personally identifiable. We may also use 
third party software to track and analyze usage and volume statistical information including 
page requests, form requests and click paths. All web browsers have settings that allow you to 
block cookies. By visiting our website with your browser set to allow cookies, you consent to  
our use of cookies as described above. If you choose to block cookies you may use our services 
but some functions may not properly work as intended. The data collected through cookies, 
pixels, and other similar tracking technologies enables us to personalize your experience with 
our product, send relevant promotions and help us improve our services and systems. To learn 
more about cookie settings, most browsers and mobile devices allow you to manage cookies in 
the settings or preferences section. If you refuse a cookie, or if you delete cookies from your 
device, you may lose functionality and/or experience some inconvenience in your use of our 
products and services. For example, you may not be able to sign in and access your account as 
quickly, or we may not be able to recognize you, your device, or your online preferences. 
Furthermore, if you use a different device, change browsers, or delete the opt-out cookies that 
contain your preferences, you may need to perform the opt-out task again.  

https://snaptrade.com/privacy-policy
https://snaptrade.com/terms-and-conditions


 
 
 
 
 
SHARING, TRANSFERRING AND PUBLICLY DISCLOSING YOUR INFORMATION 
 
We may share information with our affiliates if the information is required to provide the 
product or service you have requested or to provide you the opportunity to participate in the 
products or services our affiliates offer. Affiliates are defined as companies related by common 
ownership or control. They can be financial and non-financial companies. Non-affiliated 
companies are not related by common ownership or control. They can be financial and non-
financial companies. Joint marketing is a formal agreement between non-affiliated financial 
companies that together market financial products or services to you. We build partnerships, 
which may include joint marketing agreements, with other companies that offer products and 
services that might be of value to our clients. In order to ensure that these products and 
services meet your needs and are delivered in a manner that is useful and relevant, we may 
share some information with our partners and/or affiliates. This allows us and the partners 
and/or affiliates to better understand the offers that are most relevant and useful. We may also 
compare our client lists with those of our partners and affiliates to ensure they are not sending 
messages to you if you've elected not to be notified previously. In our strategic partnerships, 
we will require that it be identified that an offer is being extended because of the relationship 
with us. The use of your personal information is limited to the purposes identified in our 
relationship with the partner or affiliate. 
 
Service providers-  We engage service providers to perform certain functions and provide 
certain services. For example, we use a variety of third-party services to help us understand and 
improve the use of our Services, such as Google Analytics and Plaid. The information about  
Plaid can be found in the previous section of this policy.  We may share your private personal 
information with these service providers, subject to our obligations to adhere to this Policy and 
any other appropriate confidentiality and security measures, and on the condition that the third 
parties use your private personal data only on our behalf and pursuant to our instructions. We 
share your payment information, including your credit or debit card number, card expiration 
date, CVV code, and billing address with payment services providers to process payments,  
prevent, detect and investigate fraud or other prohibited activities, facilitate dispute resolution 
such as chargebacks or refunds, and for other purposes associated with the acceptance of 
credit or debit cards. 
 
Notwithstanding anything to the contrary in this Policy, we may preserve or disclose your 
information if we believe that it is reasonably necessary to comply with a law or as required by 
regulation, legal processes, or governmental requests. We may also disclose certain 
information for security or technical issues.  However, nothing in this Policy is intended to limit 
any objections that you may have to the request of a third party, including a government, to 
disclose your information. 
 



 
 
 
 
We may disclose your information for the following reasons: 
 
 

Ø Business transfers and affiliates:  In the event that we are involved in a bankruptcy, 
merger, acquisition, reorganization or sale of assets, your information may be sold or 
transferred as part of that transaction. This Policy will apply to your information as 
transferred to the new entity. We may also disclose information about you to our 
corporate affiliates, including our affiliates that provide financial services, in order to 
help provide, understand, and improve our Services and or our affiliates services. We 
may share your information with our affiliates, including those located outside the 
United States, to enhance our ability to provide the Services to you effectively. 

 
Ø Business partners: We may collaborate with business partners to administer 

promotions, sweepstakes, surveys, and other programs, as well as deliver targeted 
advertising. 

 
Ø Aggregated or de-identified information: We may aggregate or de-identify your personal 

information so that it no longer identifies you specifically. This anonymized information 
may be shared with third parties. 

 
Ø Public information:  We may share or disclose your public information, such as your 

public user profile information and public comments. 
 

Ø Protection of rights and safety: We may disclose your information to protect the rights, 
interests, safety, and security of Ainvest Fintech, our customers, or the public. 

 
 
HOW WE PROTECT YOUR INFORMATION 
 
Ainvest has security measures to protect information under our control from loss, misuse, 
unauthorized access, disclosure, alteration, and destruction. We maintain appropriate physical, 
electronic and procedural safeguards, including restricting access to personal information on a  
need-to-know basis, and limiting the amount and type of information available for downloading 
or transmittal. We also regularly conduct audits to ensure the effectiveness of our system. No 
security system is impenetrable, Ainvest Fintech cannot guarantee that our security measures 
will prevent hackers from illegally obtaining this information, or that our database and/or 
systems will not be subject to a cyber-attack. 
 
 
 
 



 
 
 
We have established a data breach management plan. If there is a data breach involving the 
personal information of our users, we will activate the data breach management plan to 
contain the data breach to prevent data from being further compromised and take appropriate 
measures to inform you, including in the form of push notifications, public announcements, or 
other appropriate means. 
 
You understand that there are no guaranteed security measures that are completely effective. 
We strongly suggest that you perform all actions in a secure internet environment and use a 
strong password for your account. Please contact us at support@ainvest.com if you have 
reason to believe your account security has in any way been compromised. 
 
Ainvest Fintech retains your personal information for as long as necessary to accomplish the 
purpose for which it was collected, to meet our legal and regulatory obligations including 
compliance with our records retention practices, or as required or permitted by applicable laws 
and as permitted to meet our legitimate interests. 
 
ACCESSING YOUR PERSONAL INFORMATION 
 
If you are a registered user of our Services, we provide you with tools and account settings to 
access, correct, delete, or modify the personal information you provided to us in connection 
with your account. You also can download certain account information. 
 
You can permanently delete your Ainvest user account. When the account is deleted 
information is stored until no longer required by law or regulation. We store PII (personally  
identifiable information) cookies, tracking information, app tracking data and behavioral data 
for a period of 8 days for the purpose of customer convenience in the event that the customer  
wants to rejoin again we can recover his watchlists, personal preferences, and any other 
information stored within the account. Customer correspondence, messages, chats, emails, 
phone calls, comments and or other user generated content will remain within the platform 
however the username will be anonymized after day 8 of account deletion for public viewable 
user generated content.  
 
Typically user account deletion requests are processed within 14 business days of initiation. I 
also understand if I request to reinstate my account that reinstatement will only be possible 
within 5 business days of account deletion. Past that time frame it may not be available and the 
user will require to register for a new account. 
 
Keep in mind that search engines and other third-parties may still retain copies of your public 
information, such as any posts and comments you made in the Ainvest Community product, 
even after you have deleted the information from the Services or deactivated your account. 
 
 



 
 
 
CHILD PRIVACY 
 
It is not our intention to collect or use personal information from anyone under the age of 
majority. We don’t knowingly collect or solicit any information from minors. In the event that 
we learn that we have collected personal information of minors, we’ll take reasonable steps to 
delete that information as quickly as possible. If we are also made aware that we have collected 
any personal information from minors and are asked to delete such information from our  
databases, we will hastily do so. If you believe that we might have any information from a 
minor, please contact us at support@ainvest.com 
 
HOW YOUR INFORMATION TRAVELS 
 
We store your personal information on servers in the country or region that we provide our 
services from and you will be deemed to accept their jurisdiction over your information. 
Our products and Services are available across a number jurisdictions, each of which has 
different data protection laws that vary in the amount of protection they provide. In all cases, 
we will make reasonable efforts to ensure that your personal information is adequately and 
equally protected. In providing our Services, your personal information may be accessed by our 
affiliates in jurisdictions other than where you use our services. Ainvest will not transfer any 
personal data relating to a natural person located in the European Economic Area, the United 
Kingdom, or any other jurisdiction that restricts outbound data transfer, from the country of 
origin without appropriate safeguards as required by applicable law and regulations. You may 
receive a copy of those safeguards by contacting us support@ainvest.com 
 
CALIFORNIA RESIDENTS 
 
This section provides details applicable to California residents under the California Consumer 
Privacy Act ("CCPA") regarding the personal information we collect about California residents 
and the rights afforded to them. Subject to certain limitations and exceptions, the CCPA 
provides California residents the right to opt out of the sale of personal information (please 
note we does not sell personal information), the ability to request the details of the personal 
information we collect, and the option to control and delete personal information. 
In accordance with the CCPA, California residents may exercise their rights under the CCPA by 
sending an email to support@ainvest.com 
 

Ø Right to know- California residents (and their households) have the right to request 
certain information about whether we collect, use, disclose and sell personal  
information about them, and to request to know the personal information that we have. 
To make such a request, please contact us. Please be advised that we will verify all such  
requests prior to providing any personal information including by requiring you to 
respond to an email sent to the email you used when making your request and/or the  
 



 
 
 
email that pertains to your account. Please be advised that we are only required to 
respond to two requests per consumer each year. These reports will be provided free of 
charge. 

 
Ø Right to request deletion-  If you are a California resident, you may request the deletion 

of personal information we have collected from you. To make such a request, please  
contact us. Please be advised that we will verify all such requests prior to providing any 
personal information including by requiring you to respond to an email sent to the email 
you used when making your request and/or the email that pertains to your account. 

 
Ø Right to opt out of the "sale" of personal information-  California residents have the 

right to request that we not sell their personal information to third parties, as those 
terms are defined by California Civil Code Section 1798.140. We do not sell information 
about you to third parties. In order to help us deliver advertising and marketing on other 
platforms, we do allow third parties to collect information through our company.  In the 
past twelve months, we collected personal information as described in the above 
section. We share this information as described in the above sections in this policy. We 
will not discriminate against California residents who exercise their privacy rights. 

 
Ø Authorized agent-  California residents may use an authorized agent to make requests 

on their behalf. We require the authorized agent to provide us with proof of the 
California residents written permission (for example, a power of attorney) that shows 
the authorized agent has the authority to submit a request for the California resident. In  
addition to providing this proof, the authorized agent must follow the appropriate 
process described above to make a request. 

 
Ø Shine the Light Act-  California residents are permitted to request information about 

how we share certain information with third parties for their marketing use. Ainvest 
Fintech may disclose your personal information to our affiliates or other related third 
parties for their use in marketing to you. Please send an email to our support team at 
support@ainvest.com to request a copy of our disclosure pursuant to California law. We 
will provide the required information to your email address in response. Please be 
advised that not all possible information sharing is covered by the "Shine the Light Act" 
requirements of California, and only information on covered sharing will be included in 
our response. 

 
Ø Do not track notice-  We do not currently respond or take any action with respect to 

web browser "do not track" signals or other mechanisms that provide users the ability  
to exercise choice regarding the collection of personal information about that users 
online activities over time and across third party web sites or online services. We may  
 
 



 
 
 
allow third parties, such as companies that provide us with analytics tools, to collect 
personal information about your online activities over time and across different apps or 
web sites when you use our Services. 
 

 
NEVADA RESIDENTS 
 
We do not sell consumer covered information for monetary consideration (as defined in 
Chapter 603A of the Nevada Revised Statutes). However, if you are a Nevada resident, you have 
the right to submit a request directing us not to sell your personal information. To submit such 
a request, please contact us at support@ainvest.com 
 
 
EUROPEAN AND UNITED KINGDOM RESIDENTS 
 
If you are a resident of Europe and the United Kingdom, you have the following rights regarding 
your personal data: 
 

Ø If you wish to access, correct, update or request deletion, restrict processing, object to 
processing, or request porting of your personal information, you can do so at any time 
by contacting us. 

 
Ø You have the right to opt-out of marketing communications we send you at any time. 

You can exercise this right by clicking on the "unsubscribe" link in the marketing emails 
we send you. You can manage your account settings and email marketing preferences as 
set forth in the policy above. 

 
Ø Similarly, if we have collected and processed your personal information with your 

consent, then you can withdraw your consent at any time by contacting us. 
Withdrawing your consent will not affect the lawfulness of any processing we conducted 
prior to your withdrawal, nor will it affect processing of your personal information 
conducted in reliance on lawful processing grounds other than consent. Please note that 
if you opt-out of having your data shared with advertisers, you will still see ads, they just 
will not be tailored to your interests. 
 

Ø You have the right to complain to a data protection authority about our collection and 
use of your personal information. For more information, please contact your local data 
protection authority. 
 

 
 
 



 
 
 

Ø We respond to all requests we receive from individuals wishing to exercise their data 
protection rights in accordance with applicable data protection laws. Notwithstanding 
the foregoing, we reserve the right to keep any information in our archives that we 
deem necessary to comply with our legal obligations, resolve disputes and enforce our 
agreements. 

 
 

PRIVACY CHOICES FORM  
 
If you prefer that we limit disclosures of personal information about you, you may notify us via 
email at support@ainvest.com that you elect to opt out of our privacy policy procedures.  
 
Please send correspondence along with your username and registered email to: 
support@ainvest.com.  
 
Please indicate the following preferences: 
 

Ø Limit disclosure of personal information about me to non-affiliated third parties. 
 

Ø Limit the personal information about me that you share with our affiliates. 
 

Ø Remove my name from your marketing lists shared with affiliates in related lines of 
business. 

 
Please allow approximately 30 days from our receipt of your request for your instructions to 
become effective. You do not need to notify us if you have previously instructed the firm not to 
share information about you. 
 
SECURITY OF YOUR PERSONAL INFORMATION  
 
We employ physical, electronic, and procedural safeguards to guard your nonpublic personal 
information. When you open an account with us, you are issued a unique account number, User 
ID, and password. It is important to maintain the secrecy of your account number, User ID, and  
password. We recommend not disclosing this information to anyone. We also recommend 
periodically changing your password. 
 
REVIEWING OR CHANGING PERSONAL INFORMATION  
 
Personal identifying information may be reviewed, changed, or corrected at any time. You are 
responsible for maintaining the accuracy and completeness of your personal information stored  
 
 



 
 
 
 
at the firm. If you would like to review your personal information or if you believe that any of 
your information is incorrect, or if you have any questions regarding your personal information,  
or if you have any other questions or concerns regarding this privacy policy, simply contact our 
office at the same contact information listed in the "Privacy Choices Form" section. 
 
In the event the firm materially changes this Privacy Statement, the revised Privacy Statement 
will promptly be posted to our website. By opening an account with us, you are deemed to  
agree to accept posting of a revised Privacy Statement electronically on our website as actual 
notice to you. 
 
Should you have any additional questions concerning our privacy policy, you may submit a 
written request for additional information to our Customer Service team at the same contact 
information listed in the "Privacy Choices Form" section. 
 
CONTACT US 
If you have any questions, comments or suggestions about this Policy please contact us via 
email at support@ainvest.com 
 
We will normally reply to you within Seven (7) business days. 
 
 
 
February 2024 
 


